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Abstract of the contribution: This contribution proposes updates to Solution 2.3 to address Editor's notes. 
Discussion 
Solution #2.3 has an EN:
Editor's note:	Further description and analysis of CONNECT-TCP is FFS, e.g. related to performance aspects and how TCP traffic is proxied over MPQUIC.
To resolve this EN, further description as well as considerations on performance aspects of connect-tcp and comparison with other connect methods (as well as MPTCP) is proposed to be added into the solution description.  
Proposal
It is proposed to update TR 23.700-54 as follows:

**** First Change ****
[bookmark: _Toc160552499][bookmark: _Toc161061133]6.2.3	Solution #2.3: MPQUIC Steering Functionality extended with additional CONNECT methods
[bookmark: _Toc161061135]6.2.3.2	HTTP CONNECT methods
Proxy UDP (connect-udp):
-	Proxying of UDP traffic is based on RFC 9298 [6] supporting proxy of UDP traffic in HTTP/3. The UDP Proxying Payload contains the payload of a UDP packet. The proxied UDP payload is encapsulated in HTTP/3 datagrams [11].
Proxy TCP (connect-tcp):
-	draft-ietf-httpbis-connect-tcp [10] defines an updated HTTP CONNECT method for TCP based on a similar approach as connect-udp. The TCP Proxying Payload contains the payload of a TCP packet. HTTP/3 datagram format is not required since TCP is a stream-based protocol and the MPQUIC proxy reads bytes from the incoming stream and inserts into the outgoing stream.
Editor's note:	Further description and analysis of CONNECT-TCP is FFS, e.g. related to performance aspects and how TCP traffic is proxied over MPQUIC.
Proxy IP (connect-ip):
-	RFC 9484 [7] allows proxying of arbitrary IP packets. It allows an HTTP client to create an IP tunnel through an HTTP/3 server that acts as an IP proxy. The proxied IP packets, including the IP header, are encapsulated in HTTP/3 datagrams [11].
Proxy Ethernet (connect-ethernet):
-	draft-ietf-masque-connect-ethernet [8], describes proxying of Ethernet frames over HTTP/3. The proxied Ethernet frames are encapsulated in HTTP/3 datagrams [11].
Proxying of UDP, IP and Ethernet is different from proxying TCP:
- 	UDP, IP and Ethernet require that datagram boundaries are consistent on both sides of the proxy and therefore HTTP Datagrams are used to carry the proxied traffic. The HTTP datagrams can be carried either over (MP)QUIC streams or (MP)QUIC datagrams. When HTTP datagrams are serialized over (MP)QUIC streams they are first encoded into capsules and then written as stream data. When sent over (MP)QUIC datagrams each HTTP datagram is carried in a QUIC datagram. 
- 	TCP data on the other hand is streamed so there is no need to maintain datagram or packet boundaries within the proxied payload (it is simply sufficient to copy data received on one byte stream and serialize it on another). Connect TCP does not use HTTP datagrams or the capsule protocol. 
Further description of connect-tcp:
The connect-tcp (as well as MPTCP) proxy TCP payloads, i.e. only the data carried by the TCP protocol is included between UE/client and UPF/proxy. This means there will be separate transport connections on both sides of the proxy, and the TCP control loop between the client and server is divided into two separate control loops. The properties of this kind of proxy are largely similar, regardless of whether (MP)TCP or (MP)QUIC is used between the client and the UPF/proxy. In this scenario, the proxy acts as a (MP)QUIC or (MP)TCP server towards the client and as a TCP client towards the target server. Data sent by the target server is acknowledged by the proxy upon reception, meaning that the server's “view” is limited to the path between itself and the UPF/proxy.


Figure 6.2.3-1. Illustration of TCP proxying with MPQUIC.
Since TCP payload is an ordered stream of data, the UPF/proxy ensures that the forwarded data maintains the correct sequence. This is possible since MPQUIC stream mode ensures in-order delivery of the streamed data between UE and UPF.

**** End of Changes ****
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